**Акционерное общество специализированный застройщик**

**«Кировский сельский строительный комбинат»**

**ПОЛИТИКА  
в отношении обработки персональных данных   
АО СЗ «Кировский ССК»**

**г. Киров**

1. **Общие положения**
   1. Настоящая политика в отношении обработки персональных данных (далее – Политика) разработана Акционерным обществом специализированный застройщик «Кировский сельский строительный комбинат»
      * ИНН: 4345146992,
      * ОГРН: 1064345114096,
      * КПП: 890101001,
      * юридический адрес: 629008, Ямало-Ненецкий автономный округ, г.о. город Салехард, ул. Комсомольская, д. 13, офис 1,
      * фактический адрес: 610010 Кировская область, г. Киров, мкр. Радужный, ул. Производственная, д. 9.,
      * контактный адрес электронной почты: [office@kssk.ru](mailto:office@kssk.ru),
      * контактный номер телефона: 8(8332) 30-69-69, 30-45-76,
      * официальный интернет сайт – <https://kssk.ru>

(далее – Оператор) в целях исполнения требований Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных» (далее – Закон о персональных данных).

* 1. Политика разработана в целях обеспечения защиты прав и свобод субъекта персональных данных при обработке его персональных данных, в том числе защиты прав на неприкосновенность частной жизни, личную и семейную тайну.
  2. Основные понятия, используемые в Политике:

|  |  |
| --- | --- |
| **Персональные данные (ПДн)** | Любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных). |
| **Обработка ПДн** | Любое действие (операция) или совокупность действий (операций) с персональными данными, совершаемых с использованием средств автоматизации или без их использования. Обработка персональных данных включает в себя в том числе:   * сбор; * запись; * систематизацию; * накопление; * хранение; * уточнение (обновление, изменение); * извлечение; * использование; * передачу (распространение, предоставление, доступ); * обезличивание; * блокирование; * удаление; * уничтожение. |
| **Автоматизированная обработка ПДн** | Обработка персональных данных с помощью средств вычислительной техники. |
| **Распространение ПДн** | Действия, направленные на раскрытие персональных данных неопределенному кругу лиц. |
| **Предоставление ПДн** | Действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц. |
| **Блокирование ПДн** | Временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных). |
| **Уничтожение ПДн** | Действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных. |
| **Обезличивание ПДн** | Действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных. |
| **Оператор ПДн (оператор)** | Государственный орган, муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными. |
| **Субъект ПДн** | Физическое лицо, персональные данные которого обрабатываются |
| **Конфиденциальность ПДн** | Конфиденциальность персональных данных – обязательное для Оператора и иных лиц, получивших доступ к персональным данным, требование не раскрывать третьим лицам и не распространять персональные данные. |
| **Субдомен** | Дополнительная часть доменного имени, которая создаётся перед основным доменом и отделяется точкой (к примеру, zbi.kssk.ru). |
| **Cookie-файлы** | Небольшие текстовые файлы, которые веб-сайты сохраняют на устройстве пользователя (компьютере, смартфоне и т.д.) через браузер. Они используются для хранения информации о действиях пользователя на сайте, его предпочтениях и других данных. |

1. **Основные права и обязанности Оператора персональных данных**
   1. Оператор при сборе персональных данных обязан предоставить субъекту персональных данных по его просьбе информацию, касающуюся обработки его персональных данных, предусмотренную Федеральным законом "О персональных данных".
   2. Если предоставление персональных данных является обязательным в соответствии с федеральным законом, Оператор обязан разъяснить субъекту персональных данных юридические последствия отказа предоставить его персональные данные.
   3. Оператор, получивший доступ к персональным данным, обязан соблюдать конфиденциальность персональных данных - не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.
   4. При сборе персональных данных, в том числе посредством информационно-телекоммуникационной сети "Интернет", оператор обязан обеспечить запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации, за исключением случаев, указанных в Федеральном законе "О персональных данных".
   5. Оператор обязан принимать меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним
   6. Оператор обязан опубликовать или иным образом обеспечить неограниченный доступ к настоящей Политике, к сведениям о реализуемых требованиях к защите персональных данных. Оператор в случае осуществления сбора персональных данных с использованием информационно-телекоммуникационных сетей обязан опубликовать в соответствующей информационно-телекоммуникационных сетях Политику и сведения о реализуемых требованиях к защите персональных данных, а также обеспечить возможность доступа к указанному документу с использованием соответствующих информационно-телекоммуникационных сетях.
   7. Оператор при обработке персональных данных обязан принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.
   8. Оператор вправе поручить обработку персональных данных другому лицу с согласия субъекта персональных данных, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора. Лицо, осуществляющее обработку персональных данных по поручению Оператора, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные Федеральным законом «О персональных данных». В поручении Оператора должны быть определены перечень действий (операций) с персональными данными, которые будут совершаться лицом, осуществляющим обработку персональных данных, и цели обработки, должна быть установлена обязанность такого лица соблюдать конфиденциальность и обеспечивать безопасность персональных данных при их обработке, а также должны быть указаны требования к защите обрабатываемых персональных данных в соответствии со статьей 19 Федерального закона «О персональных данных».
   9. Оператор персональных данных вправе:
      * отстаивать свои интересы в суде;
      * предоставлять персональные данные субъектов третьим лицам, если это предусмотрено действующим законодательством (налоговые, правоохранительные органы и др.);
      * отказывать в предоставлении персональных данных в случаях, предусмотренных законодательством;
      * использовать персональные данные субъекта без его согласия в случаях, предусмотренных законодательством.
2. **Основные права и обязанности субъекта персональных данных**
   1. Субъект персональных данных имеет право на получение информации, касающейся обработки его персональных данных, в том числе содержащей:
      * подтверждение факта обработки персональных данных оператором;
      * правовые основания и цели обработки персональных данных;
      * применяемые оператором способы обработки персональных данных;
      * наименование и место нахождения оператора, сведения о лицах (за исключением работников оператора), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с оператором или на основании Федерального закона;
      * обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен Федеральным законом;
      * сроки обработки персональных данных, в том числе сроки их хранения;
      * порядок осуществления субъектом персональных данных прав, предусмотренных Федеральным законом;
      * информацию об осуществленной или о предполагаемой трансграничной передаче данных;
      * наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка поручена или будет поручена такому лицу;
      * иные сведения, предусмотренные Федеральным законом "О персональных данных" или другими федеральными законами.
   2. Субъект персональных данных вправе требовать от оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.
   3. Если субъект персональных данных считает, что Оператор осуществляет обработку его персональных данных с нарушением требований Федерального закона «О персональных данных» или иным образом нарушает его права и свободы, субъект персональных данных вправе обжаловать действия или бездействие Оператора в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке.
   4. Субъект персональных данных имеет право на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке.
   5. Субъект персональных данных обязан предоставлять Оператору достоверные персональные данные.
3. **Цели сбора персональных данных**
   1. Оператор обрабатывает персональные данные посетителей сайта https://kssk.ru/ и всех его субдоменов (далее – сайт) в целях:

* ознакомление неограниченного круга лиц с информацией, размещенной на сайте;
* рассмотрение кандидатуры на вакантную должность Оператора;
* предоставление услуг/работ посетителям сайта;
* подготовка и направление ответов на запросы посетителей сайта.
  1. Обработка персональных данных осуществляется на законной и справедливой основе.
  2. Обработка персональных ограничивается достижением конкретных, заранее определенных и законных целей. Обработка персональных данных, несовместимая с целями сбора персональных данных, не допускается.
  3. Обработке подлежат только персональные данные, которые отвечают целям их обработки.

1. **Правовые основания обработки персональных данных**
   1. Правовым основанием обработки персональных данных является совокупность правовых актов, во исполнение которых и в соответствии с которыми Оператор осуществляет обработку персональных данных.
   2. Оператор обрабатывает персональные данные на основании:

* Конституции Российской Федерации;
* Трудового кодекса Российской Федерации;
* Гражданского кодекса Российской Федерации;
* Закона о персональных данных и принятых на его основе нормативных правовых актов, регулирующих отношения, связанные с обработкой персональных данных;
* иных федеральных законов и прочих нормативных правовых актов;
* Устава Оператора;
* договоров, заключаемых между Оператором и контрагентами – субъектами персональных данных;
* договоров поручения на обработку персональных данных от третьих лиц;
* согласий на обработку персональных данных (в случаях, прямо не предусмотренных законодательством Российской Федерации, но соответствующих полномочиям оператора).

1. **Объем и категории обрабатываемых персональных данных, категории субъектов персональных данных, сроки обработки персональных данных**
   1. Категории субъектов персональных данных, чьи данные обрабатываются Оператором:

* Посетители сайта.
  1. В отношении посетителей сайта Оператора, с целью обработки информации о посетителях сайта, выявления и решения технических проблем и предоставления необходимой посетителям информации о продуктах и услугах Оператора, обрабатываются:
* Фамилия Имя Отчество;
* номер телефона;
* адрес электронной почты
* рассматриваемая должность;
* сведения, содержащиеся в cookie файлах;
* сведения о времени посещения сайта;
* сведения о пользовательском устройстве;
* идентификатор пользователя, хранимый в файлах cookie;
* IP-адрес;
* источник входа на сайт;
* сведения о просмотренных веб-страницах;
* сведения о нажатии на элементы веб-страниц;
* параметры сессии.
  1. В отношении субъектов, указанных в п. 6.1 Политики Данные хранятся в течение 2 лет, если ранее не получен отзыв согласия на обработку от субъекта персональных данных.

1. **Порядок и условия обработки персональных данных**
   1. Обработка персональных данных осуществляется после принятия необходимых мер по защите персональных данных.
   2. Оператор не вправе обрабатывать персональные данные субъекта персональных данных без его письменного согласия, за исключением случаев, предусмотренных статьей 6 Закона о персональных данных.
   3. Равнозначным содержащему собственноручную подпись субъекта персональных данных согласию в письменной форме на бумажном носителе признается согласие в форме электронного документа, подписанного в соответствии с федеральным законом электронной подписью.
   4. Оператор организует обработку персональных данных в следующем порядке:
2. назначает ответственного за организацию обработки персональных данных, устанавливает перечень лиц, имеющих доступ к персональным данным;
3. издает настоящую Политику, локальные акты по вопросам обработки персональных данных;
4. применяет правовые, организационные и технические меры по обеспечению безопасности персональных данных;
5. осуществляет внутренний контроль соответствия обработки персональных данных Федеральному закону «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, настоящей Политике, локальным актам Оператора;
6. осуществляет оценку вреда, который может быть причинен субъектам персональных данных в случае нарушения Федерального закона «О персональных данных», определяет соотношение указанного вреда и принимаемых Оператором мер, направленных на обеспечение выполнения обязанностей, предусмотренных данным Федеральным законом;
7. знакомит работников Оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе с требованиями к защите персональных данных, настоящей Политики, локальных нормативных актов по вопросам обработки персональных данных, и (или) организует обучение указанных работников.
   1. Оператор при обработке персональных данных принимает необходимые правовые, организационные и технические меры, в том числе:
8. определяет угрозы безопасности персональных данных при их обработке в информационных системах персональных данных;
9. применяет организационные и технические меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимые для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;
10. применяет прошедшие в установленном порядке процедуру оценки соответствия средства защиты информации (антивирусные средства защиты);
11. оценивает эффективность принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;
12. учитывает машинные носители персональных данных;
13. обнаруживает факты несанкционированного доступа к персональным данным и принимает меры;
14. восстанавливает персональные данные, модифицированные или уничтоженные вследствие несанкционированного доступа к ним;
15. устанавливает правила доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечивает регистрацию и учет всех действий, совершаемых с персональными данными в информационной системе персональных данных.
    1. При обработке персональных данных Оператор выполняет, в частности, сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.
    2. В целях обеспечения сохранности и конфиденциальности персональных данных все операции с персональными данными должны выполняться только работниками Оператора, осуществляющими данную работу в соответствии с трудовыми обязанностями.
    3. Оператор получает персональные данные непосредственно от субъектов персональных данных или их представителей, наделенных соответствующими полномочиями. Согласия субъекта на получение его персональных данных от третьих лиц не требуется в случаях, когда согласие субъекта на передачу его персональных данных третьим лицам получено от него в письменном виде при заключении договора с Оператором, а также в случаях, установленных федеральным законом.
    4. Оператор не осуществляет трансграничную передачу персональных данных Субъектов.
    5. В электронном виде документы, содержащие персональные данные, хранятся в специализированных базах данных или в специально отведенных для этого директориях с ограничением и разграничением доступа. Копирование таких данных запрещено.
16. **Порядок обработки персональных данных в информационных системах**
    1. Обработка персональных данных в информационных системах осуществляется после реализации организационных и технических мер по обеспечению безопасности персональных данных, определенных с учетом актуальных угроз безопасности персональных данных и информационных технологий, используемых в информационных системах.
    2. Обеспечение безопасности при обработке персональных данных, содержащихся в информационных системах осуществляется в соответствии с постановлением Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных», составом и содержанием организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, утвержденных приказом ФСТЭК России от 18.02.2013 № 21.
    3. Уполномоченному работнику, имеющему право осуществлять обработку персональных данных в информационных системах, предоставляется уникальный логин и пароль для доступа к информационной системе. Доступ предоставляется в соответствии с функциями, предусмотренными должностными обязанностями работника.
    4. Информация вносится в автоматическом режиме при получении персональных данных с сайта в сети интернет.
    5. Обеспечение безопасности персональных данных, обрабатываемых в информационных системах Оператора, достигается путем исключения несанкционированного, в том числе случайного, доступа к персональным данным.
    6. В случае выявления нарушений порядка обработки персональных данных уполномоченными работниками незамедлительно принимаются меры по установлению причин нарушений и их устранению.
    7. В состав мер по обеспечению безопасности персональных данных, реализуемых в рамках системы защиты персональных данных с учетом актуальных угроз безопасности персональных данных и применяемых информационных технологий, входят:

* идентификация и аутентификация субъектов доступа и объектов доступа;
* управление доступом субъектов доступа к объектам доступа;
* ограничение программной среды;
* защита машинных носителей информации, на которых хранятся и (или) обрабатываются персональные данные;
* регистрация событий безопасности;
* антивирусная защита;
* обнаружение (предотвращение) вторжений;
* контроль (анализ) защищенности персональных данных;
* обеспечение целостности информационной системы и персональных данных;
* обеспечение доступности персональных данных;
* защита среды виртуализации и технических средств;
* защита информационной системы, ее средств, систем связи и передачи данных;
* выявление инцидентов (одного события или группы событий), которые могут привести к сбоям или нарушению функционирования информационной системы и (или) к возникновению угроз безопасности персональных данных, и реагирование на них;
* управление конфигурацией информационной системы и системы защиты персональных данных.

1. **Актуализация, исправление, удаление и уничтожение персональных данных, ответы на запросы субъектов на доступ к персональным данным**
   1. Субъект персональных данных имеет право на получение информации, касающейся обработки его персональных данных, в том числе содержащей информацию, указанную в пункте 3.1
   2. Указанные выше сведения должны быть предоставлены субъекту персональных данных Оператором в доступной форме и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, если имеются законные основания для раскрытия таких персональных данных.
   3. Сведения, указанные в пункте 3.1, предоставляются субъекту персональных данных или его представителюОператором при обращении либо при получении запроса субъекта персональных данных или его представителя. Запрос должен содержать номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения о дате выдачи указанного документа и выдавшем его органе, сведения, подтверждающие участие субъекта персональных данных в отношениях с Оператором (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных Оператором, подпись субъекта персональных данных или его представителя. Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством Российской Федерации.
   4. В случае если сведения, указанные в пункте 3.1, а также обрабатываемые персональные данные были предоставлены для ознакомления субъекту персональных данных по его запросу, субъект персональных данных вправе обратиться повторно к Оператору или направить ему повторный запрос в целях получения сведений, указанных в пункте 9.1, и ознакомления с такими персональными данными не ранее чем через 30 дней после первоначального обращения или направления первоначального запроса, если более короткий срок не установлен федеральным законом, принятым в соответствии с ним нормативным правовым актом или договором, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных.
   5. Субъект персональных данных вправе обратиться повторно к Оператору или направить ему повторный запрос в целях получения сведений, указанных в пункте 3.1, а также в целях ознакомления с обрабатываемыми персональными данными до истечения срока, указанного в пункте 9.4, в случае если такие сведения и (или) обрабатываемые персональные данные не были предоставлены ему для ознакомления в полном объеме по результатам рассмотрения первоначального обращения. Повторный запрос наряду со сведениями, указанными в пункте 3.1, должен содержать обоснование направления повторного запроса.
   6. Оператор вправе отказать субъекту персональных данных в выполнении повторного запроса, не соответствующего условиям, предусмотренным пунктами 9.4 и 9.5. Такой отказ должен быть мотивированным. Обязанность представления доказательств обоснованности отказа в выполнении повторного запроса лежит на Операторе.
   7. Оператор обязан сообщить субъекту персональных данных или его представителю информацию о наличии персональных данных, относящихся к соответствующему субъекту персональных данных, а также предоставить возможность ознакомления с этими персональными данными при обращении субъекта персональных данных или его представителя либо в течение 10 дней с даты получения запроса субъекта персональных данных или его представителя.
   8. Оператор обязан предоставить безвозмездно субъекту персональных данных или его представителю возможность ознакомления с персональными данными, относящимися к этому субъекту персональных данных.
   9. В срок, не превышающий семи рабочих дней со дня предоставления субъектом персональных данных или его представителем сведений, подтверждающих, что персональные данные являются неполными, неточными или неактуальными, Оператор обязан внести в них необходимые изменения.
   10. В срок, не превышающий семи рабочих дней со дня представления субъектом персональных данных или его представителем сведений, подтверждающих, что такие персональные данные являются незаконно полученными или не являются необходимыми для заявленной цели обработки, Оператор обязан уничтожить такие персональные данные.
   11. В случае выявления неправомерной обработки персональных данных при обращении субъекта персональных данных или его представителя, либо по запросу субъекта персональных данных или его представителя, либо уполномоченного органа по защите прав субъектов персональных данных Оператор обязан осуществить блокирование неправомерно обрабатываемых персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) с момента такого обращения или получения указанного запроса на период проверки.
   12. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу уполномоченного органа по защите прав субъектов персональных данных Оператор обязан осуществить блокирование персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.
   13. В случае подтверждения факта неточности персональных данных Оператор на основании сведений, представленных субъектом персональных данных или его представителем либо уполномоченным органом по защите прав субъектов персональных данных, или иных необходимых документов обязан уточнить персональные данные либо обеспечить их уточнение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) в течение семи рабочих дней со дня представления таких сведений и снять блокирование персональных данных.
   14. В случае выявления неправомерной обработки персональных данных, осуществляемой Оператором или лицом, действующим по поручению Оператора, Оператор в срок, не превышающий трех рабочих дней с даты этого выявления, обязан прекратить неправомерную обработку персональных данных или обеспечить прекращение неправомерной обработки персональных данных лицом, действующим по поручению Оператора. В случае если обеспечить правомерность обработки персональных данных невозможно, Оператор в срок, не превышающий 30 рабочих дней с даты выявления неправомерной обработки персональных данных, обязан уничтожить такие персональные данные или обеспечить их уничтожение. Об устранении допущенных нарушений или об уничтожении персональных данных Оператор обязан уведомить субъекта персональных данных или его представителя, а в случае, если обращение субъекта персональных данных или его представителя либо запрос уполномоченного органа по защите прав субъектов персональных данных были направлены уполномоченным органом по защите прав субъектов персональных данных, также указанный орган.
   15. В случае достижения цели обработки персональных данных Оператор обязан прекратить обработку персональных данных или обеспечить ее прекращение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) и уничтожить персональные данные или обеспечить их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) в срок, не превышающий тридцати дней с даты достижения цели обработки персональных данных, если иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных, иным соглашением между Оператором и субъектом персональных данных либо если Оператор не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных Федеральным законом «О персональных данных» или другими федеральными законами.
   16. В случае отзыва субъектом персональных данных согласия на обработку его персональных данных Оператор обязан прекратить их обработку или обеспечить прекращение такой обработки (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) и в случае, если сохранение персональных данных более не требуется для целей обработки персональных данных, уничтожить персональные данные или обеспечить их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) в срок, не превышающий 10 дней с даты поступления указанного отзыва, если иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных, иным соглашением между Оператором и субъектом персональных данных либо если Оператор не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных Федеральным законом «О персональных данных» или другими федеральными законами.
   17. В случае отсутствия возможности уничтожения персональных данных в течение указанных сроков Оператор осуществляет блокирование таких персональных данных или обеспечивает их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Оператора) и обеспечивает уничтожение персональных данных в срок не более чем шесть месяцев, если иной срок не установлен федеральными законами.
2. **Уничтожение персональных данных при достижении целей их обработки.** 
   1. Персональные данные хранятся не дольше, чем этого требуют цели их обработки, и подлежат уничтожению по достижении целей обработки или в случае утраты необходимости в их достижении, но не ранее истечения срока для хранения данных, установленных действующим законодательством.
   2. Носители, содержащие персональные данные, уничтожаются комиссией по уничтожению персональных данных, утвержденной приказом Оператора (далее - Комиссия).
   3. Носители, содержащие персональные данные, уничтожаются Комиссией в срок, не превышающий тридцати дней с даты, указанной в п. 10.1. настоящей политики.
   4. Комиссия производит отбор бумажных и машиночитаемых носителей персональных данных, подлежащих уничтожению, с указанием оснований для уничтожения.
   5. На все отобранные к уничтожению носители составляется акт (кроме бумажных носителей, не подлежащих передачи на архивное хранение).
   6. В акте на уничтожение носителей исправления не допускаются.
   7. Комиссия проверяет наличие всех носителей, включенных в акт.
   8. По окончании сверки акт подписывается всеми членами комиссии и утверждается Оператором.
   9. Носители, содержащие персональные данные, отобранные для уничтожения и включенные в акт, после проверки их Комиссией складываются и опечатываются председателем комиссии.
   10. Уничтожение носителей, содержащих персональные данные, производится после утверждения акта в присутствии всех членов комиссии, которые несут персональную ответственность за правильность и полноту уничтожения перечисленных в акте носителей.
   11. Уничтожение носителей, содержащих персональные данные, осуществляется в следующем порядке:
       * уничтожение персональных данных, содержащихся на бумажных носителях, осуществляется путем измельчения на мелкие части (шредер), исключающие возможность последующего восстановления информации;
       * уничтожение персональных данных, содержащихся на машиночитаемых носителях, осуществляется путем нанесения им неустранимого физического повреждения, исключающего возможность их использования, а также восстановления данных. Вышеуказанное достигается путем деформирования, нарушения единой целостности носителя;
       * подлежащие уничтожению файлы с персональными данными, расположенные на жестком диске, удаляются средствами операционной системы компьютера с последующим «очищением корзины»;
       * подлежащие уничтожению файлы с персональными данными, расположенные в информационных системах оператора, удаляются штатными средствами информационной системы с последующей выгрузкой журнала событий;
   12. Об уничтожении носителей Комиссия составляет и подписывает акт об уничтожении.
   13. В акте указываются:
       * дата, место и время уничтожения;
       * должности, фамилии, инициалы членов комиссии;
       * вид и количество уничтожаемых носителей, содержащих персональные данные;
       * основание для уничтожения;
       * способ уничтожения.
   14. Факт уничтожения носителей, содержащих персональные данные, фиксируется в акте. Данный документ является документом конфиденциального характера и вместе с актами уничтожения хранится в документации Оператора.
3. **Передача данных третьим лицам**
   1. В целях оказания услуг и повышения их качества Оператор передает персональные данные следующим третьим лицам:

|  |  |  |  |
| --- | --- | --- | --- |
| **Цель обработки** | **Третьи лица, их**  **местоположение и**  **ссылка на политику**  **конфиденциальности**  **/ веб-сайт, если это**  **применимо** | **Цель передачи** | **Адрес третьего лица** |
| **Веб-аналитика и cookie** | ООО «Яндекс»  (Россия),  [Политика](https://yandex.ru/legal/confidential/)  [конфиденциальности](https://yandex.ru/legal/confidential/) | Провайдер услуг веб-аналитики (Яндекс Метрика) | 119021, г. Москва, ул. Льва Толстого, д. 16 |
| **Размещение и функционирование сайта** | ООО «Бегет»  (Россия) | Провайдер услуг размещения веб-сайтов | 195112, город Санкт-Петербург, пл. Карла Фаберже, д. 8 литер б, офис 726а |
| **Техническая поддержка сайта** | ИП Миронов М.П.  (Россия)  [Политика конфиденциальности](https://www.infinitystudio.ru/politika-obrabotki-personalnykh-dannykh/) | Техническая поддержка сайта | 610004, г. Киров, ул. Профсоюзная, 1, оф. 506 |
| **Техническая поддержка сайта** | ООО «Уровень технологий» (Россия) | Техническая поддержка сайта | 610007, Кировская обл., г. Киров, ул. Хлыновская, 20-106 |
| **Техническая поддержка сайта** | ИП Олин В.Н.  (Россия) | Техническая поддержка сайта | 610004, Кировская область, г. Киров, ул Заповедная, д. 5а, кв. 40 |

1. **Информация об условиях обработки и о наличии запретов и условий на обработку неограниченным кругом лиц персональных данных, разрешенных субъектом персональных данных для распространения**
   1. В отношении персональных данных, опубликованных на сайте Оператора, действуют следующие правила и ограничения:

− передача персональных данных неограниченному кругу лиц не запрещена;

− обработка персональных данных неограниченным кругом лиц не запрещена;

− полученные Оператором персональные данные могут передавать с использованием информационно-телекоммуникационных сетей.

1. **Заключительные положения**
   1. Политика является общедоступным документом.
   2. Ответственность лиц, имеющих доступ к персональным данным, определяется законодательством Российской Федерации.
   3. Настоящая Политика подлежит корректировке в случае изменения законодательства Российской Федерации, регулирующих органов в области защиты персональных данных, внутренних документов Оператора в области защиты конфиденциальной информации. Новая редакция Политики вступает в силу с момента ее утверждения руководителем Оператора и размещения на сайте Оператора.
   4. В случае изменения законодательства Российской Федерации в области защиты персональных данных, нормы Политики, противоречащие законодательству, не применяются до приведения их в соответствие.
   5. Действующая редакция Политики хранится по адресу: Кировская область, г. Киров, пер. Радужный, ул. Производственная, д. 9.